// LoginServlet.java

import java.io.IOException;

import jakarta.servlet.ServletException;

import jakarta.servlet.http.HttpServlet;

import jakarta.servlet.http.HttpServletRequest;

import jakarta.servlet.http.HttpServletResponse;

public class LoginServlet extends HttpServlet {

private static final long serialVersionUID = 1L;

// Hard-coded login credentials

private final String VALID\_EMAIL = "admin@example.com";

private final String VALID\_PASSWORD = "password";

@Override

protected void doPost(HttpServletRequest request, HttpServletResponse response)

throws ServletException, IOException {

// Retrieve submitted email and password from the request

String email = request.getParameter("email");

String password = request.getParameter("password");

// Check if the submitted credentials match the hard-coded values

if (email.equals(VALID\_EMAIL) && password.equals(VALID\_PASSWORD)) {

// Successful login, redirect to the dashboard page

response.sendRedirect("dashboard.html");

} else {

// Incorrect login, redirect to the error message page

response.sendRedirect("error.html");

}

}

}